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We need an N3 
line for 

connection to 
the Demographic 

Batch Service

We work in close 
collaboration 
with clinicians 

from all over the 
UK and work 

closely with NHS 
facilities across 

the UK

We needed NIGB 
approval for 
many of our 

trials and 
research 
projects



In the past the Unit had relied on its own strict security policy and 

procedure to prove its integrity



• We were directed to fill out the IG Toolkit to enable us to proceed with 

the work we wanted to do.

• The first thing we found difficult was trying to get the right information 

of what we should be doing.



Finding out where to start was more difficult than I had anticipated……….



• It took at least 3 attempts to get the information correct on the 

Statement of compliance 

• It involved a trip to London to an NHS IT exhibition specifically to 

speak to the BT N3 stand on a quest to get some help.  This finally 

resulted in being put in touch with some very helpful people who 

started to guide me on what was needed for the form

• Trying to get a named sponsor – and to find out what this really meant 

was the biggest hurdle



Question:  Could the Statement of Compliance be designed to 

better fit the HE/NHS collaboration model? 

• Many trials units work in close collaboration with NHS staff and 

patients, however the NHS Trust or Trusts are not supporting or 

sponsoring us in the way required in the compliance statement.

• Often we are working in the same buildings or areas as the NHS 

facilities but we are not linked or using the NHS systems.

• Many of our staff have dual contracts but they are not strictly 

useful in the context of the IG SoC



• It sounds ridiculous now but it took from January to 

September to finally receive our login to the IG Toolkit.

• Looking back it was all due to just not being able to 

understand what was required of us as a unit.

• Once into the toolkit it was a shock ………………….



Don’t panic !



1. The form 
you need to 

fill in is neatly 
hidden…..

• Go to the assessments section on the menu and expand the Attainments Levels

2.  Read the 
questions 

asked on the 
form carefully

• There are pages and pages and pages of guidance notes and material.  If you read 
them all it will take you months.  You will have to be pragmatic!

3.  Make a 
note before 
you start of 

likely support 
material.

• If you are already Information Security conscious then it is highly likely you will have 
everything you will need.  Read it carefully and try and match what you call it to the NHS 
name!

Set aside plenty of uninterrupted time to 

go through the document!



You will need to expand all of the sections to get a clear idea of 

what you need to do.  It is not as bad as it first seems but be 

careful to expand it all.



Providing Evidence ?

• When answering the questions you must know if you have the correct 

policy or procedure and detail appropriately.

• We opted to comment on the basis of evidence and detail what it was

• We did not download it or provide reference to location.

• All documentation must be available for inspection if required but in 

this document it would seem unnecessary and I would not be 

comfortable uploading all of my support material.



NHS

• Converting NHS terms to standard Information Security 
terms is tricky.

• Are the terms easily matched?

Fit for 
Purpose

• Do the questions go far enough to protect and prove 
security?

• Is it so confusing that it prevents the right answers?

Time

• The form is vast – but actually contains limited information.

• It takes a lot of time to get this completed.  Do all Units have 
the staff of money to spend on getting this filled in!

Main Problems…….



Information Security is essential to the work we do.

It would be really good to push the “Connecting for 

Health” ethos closer to making it easier for transparent 

and trusted collaboration.  

Trusted network links?

Information Security Standard terminology?

Agreements and forms that understand the HE  and 

collaborative environment?



If anyone can help us get the N3 line in see me afterwards!


