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Security policy

Organisations connected to JANET are required to comply with the JANET Security Policy [1], 
to protect the security of JANET and of their own internal networks. Further details are 
available in Section 9.

JISC requires organisations with a Primary Connection to take responsibility for both the 
security of their own connection to JANET and the security of any Sponsored or Proxy 
Connections they provide. 

It is essential that organisations with a Primary Connection have at least one nominated 
security contact.

Source URL: https://community-stg.jisc.ac.uk/library/janet-services-documentation/security-policy

Links
[1] https://community.ja.net/library/janet-policies/security-policy

https://community-stg.jisc.ac.uk
https://community-stg.jisc.ac.uk/
https://community-stg.jisc.ac.uk/library/janet-services-documentation
https://community-stg.jisc.ac.uk/library/janet-services-documentation/network-set
https://community-stg.jisc.ac.uk/library/janet-services-documentation/security
https://community.ja.net/library/janet-policies/security-policy

