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How to obtain the Extended Validation (EV) SSL server 
certificate

QuoVadis Extended Validation (EV) SSL certificate

Can now be requested directly through the JCS web app [1]

 

** Key features of the QuoVadis Extended Validation SSL certificate: **

Provides the highest level of assurance for end users by turning the address bar green;

Issurance process ratified by the CA/Browser Forum's Baseline Requirements, see their 
website here [2] for guideline details;

Can be used to secure Fully Qualified Domain Names (FQDNs);

The SSL certificate recommended by Janet/Jisc for use on all public facing websites;

2048-bit, highest assurance SSL certificate

Provides a high-level protection of 256 bit encryption;

Can be used for financial transactions;

Cannot be obtained for schools;

Issue time: up to 1 working day;

Source URL: https://community-stg.jisc.ac.uk/library/janet-services-documentation/how-obtain-extended-
validation-ev-ssl-server-certificate

Links
[1] https://community.jisc.ac.uk/apps/certificate-service
[2] http://cabforum.org/documents.html

https://community-stg.jisc.ac.uk
https://community-stg.jisc.ac.uk/
https://community-stg.jisc.ac.uk/library/janet-services-documentation
https://community-stg.jisc.ac.uk/library/janet-services-documentation/certificate-service
https://community.jisc.ac.uk/apps/certificate-service
http://cabforum.org/documents.html

